The Neighborhood Market Association
Cautions its members and the community

BEWARE OF COVID-19 SCAMS

COVID-19 VACCINES
Scammers are selling products to treat or prevent COVID-19 without proof that they work.
Check with the government official sources and visit cdc.gov, usa.gov and coronavirus.gov to get the latest information.

PHISHING EMAILS & TEXT MESSAGES
Scammers use email or text messages to trick you into giving them your personal information.
Don’t click on links in emails or texts you didn’t expect or looks unfamiliar.

ROBOCALLS
Scammers are using illegal robocalls to pitch everything from low-priced health insurance to work-at-home schemes so they can get your personal information and your money.
Hang up on robocalls immediately and don’t waste your time.

CHARITY SCAM
Scammers use names that sound like real charities.
Don’t click the links they send you, go to the official charity website. Research before you donate.

PROTECT YOURSELF FROM UNOFFICIAL INFORMATION
• Contact your bank and financial institutions
• File a complaint with your local county District Attorney office

www.neighborhoodmarket.org